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DOD-STD-2167A
FOREWORD

1. This standard establishes uniform requirements for software development that are appiicable
throughout the system life cycle. The requirements of this standard provide the basis for Government
insight into a contractor's software development, testing, and evaluation efforis.

2. This standard is not intended to specify or discourage the use of any particular software development
method. The contractor is responsible for selecting software development methads (for example, rapid -
prototyping) that best support the achievement of contract requirements.

3. This standard, together with the other DOD and military documents referenced in Section 2, provides
the means for establishing, evaluating, and maintaining quality in software and associated documentation. .

4. Data item Descriptions (DIDs) applicable to this standard are listed in Section 6. These DIDs
describe a set of documents for recording the information required by this standard. Production of -
deliverable data using automated techniques is encouraged.

‘5. Per DODD 5000.43, Acquisition Streamlining, this standard must be appropriately tailored by the

program manager to ensure that only cost-effective requirements are cited in defense solicitations and
contracts. Tailoring guidance can be found in DOD-HDBK-248, Guide for Application and Tailoring of
Requirements for Defense Material Acquisitions.
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1. SCOPE

1.1 Purpose. The purpose of this standard Is to establish requirements to be applled during the
acquisition, development, or support of software systems.

1.2- Application. The requirements of this standard apply to the development of Computer Software
Configuration ltems (CSCls). This standard applies to the extent specified in the contract clauses, the
Statement of Work (SOW), and the Contract Data Requirements List (CDRL).

1.2.1 System development. This standard should be used in conjunction with MIL-STD-499, Engineering
Management, for total system development. ' ‘

1.2.2 Firmware. This standard applies to the development or support of the software element of
firmware. This standard does not apply to the development of the hardware element of firmware.

1.2.3 Software_developed by Government agencies. The provisions of this standard may be applied to
Government agencies. When a Government agency performs software development or support in

accordance with this standard, the term “contractor” refers to that Government agency and the term
"subcontractor” refers to any contractor of that Government agency.

1.2.4 Other applications. While the requirements of this standard apply to Computer Software
Configuration Items (CSCls), these requirements may be selectively applled to the development of
software not Identified as a CSCl (such as, software portions of hardware configuration items and
firmware, and non-deliverable software). In such cases, the term CSCl may be interpreted to refer to
the selected software. .

1.3 Tailoring of this standard. This standard contains a set of requirements designed to be tallored for

each contract by the contracting agency. The tailoring process Iintended for this standard is the
deletion of non-applicable requirements.

1/2
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2, REFERENCED DOCUMENTS

2.1 Government documents.

2.1.1 Specifications, standards, and handbogks. Unless otherwise specified, the following specifications,
standards, and handbooks of the issue listed in that issue of the Department of Defense Index of
Specifications and Standards (DODISS) spec:f:ed in-the solicitation form a part of this standard to the
extent specified herein.

MILITARY STANDARDS

DOD-STD-480 - Configuration Control - Engineering Changes, Deviations, and Waivers

MIL-STD-481 - Configuration C_ontrol - Enginsering Changes, Deviations, and Waivers {Short Form)

MIL-STD-490 - Specification Practices -

MIL-STD-499 - Engineering Management

MIL-STD-152% - Technical Revliews and Audits for Systems, E‘quipments, and Computer Software
2,1.2 Other Gavernment documents, drawings, and publicationg. None.

(Coples of specifications, standards, handbooks, drawings, and publications required by contractors in
connection with specific acquisition functions should be obtained from the contracting agency or as
directed by the contracting officer.)

2.2 Other publications. None.

2,3 Qrder of precedence. In the event of a conflict between the text of this standard and the

references cited herein, the text of this standard shall take precedence.
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3. DEFINITIONS

3.1 Allocated Baseline. See DOD-STD-480.

3.2 Authentication. Determination by the Government that specification content is accéptabie.
3.3 Baseline. See DOD-STD-480.

3.4 Com gu:gr data definition. A statement of the characteristics of the basic elements of information
operated upon by hardware in responding to computer instructions. These characteristics may include,

but are not limited to, type, range, structure, and value.

3.5 Computer hardware. Devices capable of accepting and storing computer data, exscuting a systematic
sequence of operations on computer data, or producing control outputs. Such devices can perform
substantial interpretation, computatlon communication, control, or other logical functions.

3.6 Computer resources. The totality of computer hardware, software, personnel documentation,
supplies, and services applied to a given effort.

3.7 Computer software (or software). - ‘A combinatlon of associated computer instructions and computer
data definitions required to enable the computer hardware to perform computational or control functions.

3.8 Computer Software Componsent (CSQ. ). A distinct part of a computer software configuratidn item
(CSCI). CSCs may be further decomposed into other CSCs and Computer Software Units (CSUs).

3.9 Computer Softwarg Configuration ltem {CSCl). A configuration item for computer software.

3.10 Computer softwar mentation. Technical data or information, including computer listings and
printouts, which documents the requirements, design, or details of computer software, explains the
capabilities and limitations of the software, or provides operating instructions for using or supporting
computer software during the software's operational life.

3.11 Computer Software Unit (CSU). An element specified in the design of a Computer Software
Component {CSC) that is separately testable.

3.12 Configuration Identification. See DOD-STD-480.
3.13 Conflquration ltem. See DOD-STD-480.

3.14 Contracting agency. As used in this standard, contracting agency refers to the “contracting office”
as defined In Federal Acquisition Regulation Subpart 2.1, or its designated representative.

3.15 Developmental Configuration. The contractor's software and associated technical documentation
that defines the evolving configuration of a CSCI during development. It is under the development
contractor's configuration control and describes the software design and implementation. The
Developmental Configuration for a CSCl consists of a Software Design Document and source code
listings. Any item of the Developmental Configuration may be stored on electronic media,

3.16 Evaluation. The process of determining whether an item or actlvlty meets speacified criteria.
3.17 Eirmware. The combination of a hai'dware device and computer instructions or computer.data that

reside as read-only software on the hardware device. The software cannot be readily modified under
program control.
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3.18 Formal Qualification Testing (FQT).- A process that allows the contracting agency to determine .
whether a confnguretlon ftem complles with the allocated requirements for that item.

T

3.19 Egngtonal Basellne See DOD STD-480

3. 20 ardwgrg anﬂgur tion Item lHWCIl A conflguration item for hardware

3. 21 ngegendent Venfigatlon ang Validgtion (l!&!l Verification and validatlon performed by a contrac-

tor or Government agency that is not responsible for developing the product or performing the activity .
belng evaluated. - IV&V is an activity that Is conducted separately from the software development
activities governed by this standard. R . :

3.22 ﬁgn"-devglgpmemgl software (NDS). Deliverable software that is not developed under the contract
but is provided by the contractor, the Government, or a third party. NDS may be referred to as
reusable software, Government furnished software, or commercially available software, depending on its
source.

3.23 Product Baseline. See DOD-STD-480.

3.24 Release. A configuration management action whereby a particular version of software Is made
available for a spacific purpose (e.g., released for test).

3.25 Reusable software. Software developed in responee to-the requirements for one application that
can be used, in whole or in part, to satisfy the requirements of another application.

3.26 Software development file (SDF). A repository for a collection of material pertinent to the
development or support of software. Contents typically include (either directly or by reference) design

considerations and constraints, design documentation and data, schedule and status lnformetlon. test
requirements, test cases, test procedures, and test results.

3.27 re development library (SDL). A controlled collection of softwars, documentation, and
assoclated tools and procedures used to facilitate the orderly development and subsequent support of
software. The SDL includes the Developmental Configuraticn as part of its contents. A software
development library provides storage of and controlled access to software and documentation in
human-readable form, machine-readable form, or both. The library may also contain management data
pertinent to the software development project.

3.28 Software engineering envirpnment. The set of automated tools, firmware devices, and hardware
necessary to perform the software engineering effort. The automated tools may include but are not
limited to compilers, assemblers, linkers, loaders, operating system, debuggers, simulators, emulators. test
tools, documentation tools, and data base management system(s).

3.29 Mﬂ The sum of all activities that take place to ensure that implemented and fielded
software continues to fully support the operational mission of the software.

3.30 Software test environment. A set of automated tools, firmware devices, and hardwaré necessary to
test sofiware. The automated tools may include but are not limited to test tools such as simulation
software, code analyzers, et¢. and may also include those tools used in the software engineeting en-
vironment.

3.31 System §gegifiogtion. A system level requirements specification. A system specification may be a
System/Segment Specification (85S}, Prime lem Development Specification (PIDS), or Critical tem
Development Specification (CIDS).
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3.32 Validation. The process of evaluating software to determine compliance with specified requirements.
3.33 Verification. The process of evaluatlng the products of a given software development activity to
determine correctness and consistency with respect to the products and standards provided as input to
that activity.

3.34 Version. An identified andr documented body of software. Modifications to a version of. soﬂware-

(resulting in a new version) require configuration management actions by either the contractor, the
contractmg agency, or both.

3.35 _gﬁmmmmgmm_uujhﬁ_ﬂgug See Appendix A.
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4, GENERAL REQUIREMENTS

4.1 Software development management. The contractor shall perform software development management
in compliance with the following requirements.

4.1.1 Software development process. The contractor shall implement a process for managing the

development of the deliverable software. The contractor's software development process for each CSCI
shall be compatlble with the contract schedule for formal reviews and audits. The software development
process shall include the following major actlvities, which may overlap and may be applied iteratively or

System Requlrements Analysis/Design
Software Requirements Analysls
Preliminary Design

Detailed Design

Coding and CSU Testing

CSC Integration and Testing

CSCl Testing.

System Integration and Testing.

-

Fo ™o a0op

4.1.2 Formal reviews/audits. During the software development process, the contractor shall conduct or
support formal reviews and audits as required by the contract. Guidance on formal reviews and audits Is
provided in MIL-STD-1521. The relationship of the formal reviews and audits to software and hardware
development is shown In Figure 1. Figure 2 illustrates the -occurrence of formal reviews and audits for
software and shows the relationship of deliverable products to baselines and the Deavelopmental

Configuration.

4.1.3 re development planning. The contractor shall develop plans for conducting the activities
required by this standard. These plans shall be dosumented in a Software Development Plan (SDP).
Following contracting agency approval of the SDP, the contractor shall conduct the activities required by
this standard in accordance with the SDP. With the exception of scheduling information, updates to the
SDP shall be subject to contracting agency approval.

4.1.4 Risk management. The contractor shall document and implement procedures for risk management.
The contractor shall identify, analyze, priotitize, and monitor the areas of the software development
project that involve potential technieal, cost, or schedule risks. .

4.1.5 Security. The contractor shall comply with the sae.urlty requirements specified in the contract

4.1.6 Subcontractor management. The contractor shall pass down to the subcontractor(s) all contractual
requirements necessary to ensure that all software and assoclated documentation “delivered to the
contracting agency are developed in accordance with the prime contract requirements. The contractor
shall provide to the subcontractor(s) the baselined requirements for the software to be developed by the
subcontractor(s).

41.7 with ¢ ra_IV& ni(s). The contractor shall interface with the software
independent Verification and Validation (IV&V) agent(s) as specified in the contract. _
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4.1.8 are development [ibrary. The contractor shall establish a software development library (SDL).
The contractor shall document and implement procedures for controlling software and associated
documentation residing within the SDL, The contractor shall maintain the SDL for the duration of the

contract.

4.1.9 Corrective action process.. The contractor shall dcicument and implement a corrective action
process for handiing all problems detected in the products under configuration control and In the
software development activities required by the contract. The corrective action process shall comply

with the following requirements:

a. The process shall be closed-loop, ensuring that all detected problems are promptly reported and
entered into the corrective action process, action is initiated on them, resolution is achieved,
status is tracked and reported and records of the problems are maintained for the life of the

contract.

b. Inputs to the corrective action process shall consist of problem/change reports and other
discrepancy reports.

c. Each problem shall be classified by category and by priotity. The categories and priorities
identified in Appendix C shali be included in the category and priority classifications.

d. Analysis shall be performed to detect trends in the problems reported.

e. Corrective actions shall be evaluated to: (1) verify that problems have been resolved, adverse
trands have been reversed, and changes have been correctly implemented in the appropriate
processes and products, and (2) to determine whether additional problems have been introduced.

4.1.10 Problem/change report. The contractor shall prepare a problem/change report to describe each
problem detected in software or documentation that has been placed under configuration control. The
problem/change report shall describe the corrective action needed and the actions taken to resolve the
problem. These reports shall serve as Input to the corrective action process. -

4.2 Software engineering. The contractor shall perform software engineering in compliance with the
following requirements. : : : h

4.2.1 Software development methods. The contractor shall use systematic and well documented software
development methods to perform requirements analysis, design, coding, integration, and testing of the
deliverable software. The contractor shall implement software development methods that support the
formal reviews and audits required by the contract.

4.2.2 Software anu!neg_[j_nu environment, The contractor shall establish a software engineering
environment to perform the software engineering effort. The software engineering environment shall
comply with the security requirements of the contract. The contractor shall. document and implement
plans for the installation, configuration control, and maintenance of each item of the environment.

4.2.3 Safety analysis. The contractor shall perform the analysis hecéssary to ensure that the software
requirements, design, and operating procedures minimize the potential for hazardous conditions during the

. operational mission. Any potentially hazardous conditions or operating procedures shall be clearly
identlfied and documented.

11
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4.2.4 Non-developmental software. The contractor shall consider incorporating non-developmental
software {NDS) into the deliverable software. The contractor shall document plans for using NDS. NDS
may be incorporated by the contractor without contracting agency approval only if the NDS is fully
documented in accordance with the requirements of this standard. The software development files for
NDS need not contain the design considerations, constraints, or data. Incorporation of NDS shall comply
with the data rights requirements in the contract. '

4.2.5 Computer software organization. -Th'e‘contractor shall decompose and partition each CSC! into
Computer Software Components (CSCs) and Computer Software Units (CSUs) In accordance with the

development method(s) documented in the Software Deveiopment Plan (8DF). The contractor shall ensure
that the requiremants for the CSCI are completely allocated and further refined to facllitate the design
and test of each CSC and CSU. Figure 3 presents an illustration of a system breakdown and CSCI
decomposition. .

4.2.6 lrements to deslan. The contractor shall document the traceabllity of the
requiremsents allocated from the system specmcatlon to each CSC|, its Computer Software Components
{CSCs) and Computer Software Units (CSUs), and from the CSU level to the Software Requirements
Specifications (SRSs) and Interface Requirements Specification (IRS).

4.2,7 High order [gng-uggg. The contractor shall use the High Order Language(s) (HOLs) specified in the
contract to code the deliverable software. If no HOL is required by the contract, the contractor shall

obtain contracting agency approval to use a particular language.

4.2.8 Wﬂm. The contractor shall document and implement design and coding
standards to be used in the development of deliverable software. Sofiware coding standards shall comply

with the requirements speclfied in Appendix B.

4.2.9 Software development files. The contractor shall document the development of each Computer
Software Unit (CSU), Computer Software Component (CSC), and CSCl in software development files
(SDFs). The contractor shall establish a separate SDF for each CSU or a loglcally related group of
.C8Us; sach CSC or a logically related group of CSCs; and each CSCl. The contractor shall document
and implement procedures for establishing and malintaining SDFs. The contractor shall malntain the SDFs
for the duration of the contract. The SDFs shall be made available for contracting agency review upon
request. SDFs may be generated, maintained, and controlled by automated means. To reduce duplication,
8DFs should not contain information provided in other documents or SDFs. The set of SDFs shall
include (directly or by reference) the following information:

a. Design considerations and constraints
b. Dasign documentation and data
c. Schedule and status information

. d. Test requirements and responsibilities
e. Test cases, procedures, and results.

4.2.10 Processing resource and reserve capacity. The contractor shall analyze the processing resource

- and reserve requirements, such as timing, memory utilization, 1/O channel utilization, identifled in the
contract and shall allocate these resources among the CSCls. The allocation of these resources to a
.CBCl shall be documented in the Software Requirements Specification (SRS) for that CSCL The
contractor shall monitor the utilization of processing resources for the duration of the contract and
shall reallocate the resources as necessary to satisty the reserve requirements. Measured resource
utilization at the time of delivery shall be documented in the Software Product Spec;ﬂcation (SPS) for
aach CSClI.

14
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4.3 Formal quatification testing. The contractor shall conduct FQT of each CSCI on the target computer
system or an equivalent system approved by the contracting agency. The contractor's FQT activities
shall include stressing the software at the limits of its specified requirements. The contractor may
conduct, as part of the FQT activity, testing of CSCls integrated with other CSCls or HWCIs that

comprise the system.

4.3.1 Eomgl_qugl_mmn_];ggt_ﬂgm The contractor shall deveiop plans for conducting the formal
quaiification testing (FQT) activities required by this standard. These plans shall be documented in the

Software Test Plan (STP). Following contracting agency approval of the STP, the caontractor shall
conduct the FQT activities in accordance with the STP. With the exception of schedullng information,
updates to the STP shall be subject to contracting agency approval. The contractor shall identify in the
STP the tesis that involve stressing the software and those that Involve integrating CSCls with other

configuration items.

4,3.2 Software test environment. The contractor shall establish a software test environmant to perform
the FQT effort. The software test environment shall comply with the security requirements of the
contract. The contractor shall document and implement plans for the installation, test, configuration
¢ontrol, and maintenance of each item of the environment. Following installation, each item of the
environment shall be tested to demonstrate that the item performs its intended function.

4.3.3 Independence |n FQT activities. The organizations, functions, or persons responsible for fulfilling
the FQT requirements of this standard shall have the resources, responsibility, authority, and freedom to
ensure objective testing and to cause the initiation and verification of corrective action. The persons
conducting FQT activities shall not be-the persons who developed the software or are responsible for the
software. This does not preclude members of the software engineering team from particlpating in FQT
activities. Responsibility for the fulfillment of the FQT requirements shall be assigned and specified In
the Software Development Plan (SDP).

43.4 aabil rements to ses. The contractor shall document the traceabllity of the
_requirements In the Software Requirements Specifications (SRSs) and Interface Requirements Specification

_(IRS) that are satisfled or partially satisfied by each test case identified in the Software Test
Description (STD). The contractor shall document this traceabllity in the STD for each CSCI.

4.4 Software product evaluations, The contractor shall conduct evaluations of deliverable software and
documentation as specified in saction 5 of this standard and in compliance with the following

" requirements.

4.41 nde in valugti ities. The organizations, functions, or persons responsible
for fulfiling the evaluation requirements of this standard shall have the resources, responsibility,
authority, and freedom to ensure objective evaluation and to cause the initiation and verification of
corrective action. The persons conducting the evaluation of a product shall not be the persons who
developed the product or are responsible for the product. This does not preclude membars of the
development team from participating in these evaluations. Responsibility for the fulfilment of the
software product evaluation requiremenis shall be assigned and speclﬂed in the Software Development
Plan (SDP)

4.4.2 Final evalugtions. Prior to submitting each deliverable item to the contracting agency, the
contractor shall intemally coordinate the ilem with appropriate organizations for a final evaluation. The
objective of each final evaluation shall be to ensure that the deliverable item is acceptable in terms of

its ability to satisfy its requirements.
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4.4.3 Software evaluation records. The contractor shall prepare and maintain records of each software
product evaluation performed. When problems have been identified a problem/change report shall be
initiated and shall serve as input to the corrective action process, The evaluation records shall be
available for contracting agency review and shall be maintained for the life of the contract,

4.4.4 Evaluation griteria. The contractor shall evaluate the products identified in section 5 against the
ovaluation criteria specified in Figures 4 through 10. Default definitions for the criteria are specified in
Appendix D. The contractor may propose additional criteria and alternate definitions for any of the
criterfa specified in Appendix D. Addnt:onal criteria and alternate definitions are subject to contractmg
agency approval.

4.5 Software configuration managément. The contractor shall perform software configuration

managemaent in compliance with the following requirements.

4.5.1 Configuration identification. The contractor shall document and impfement plans for performing
configuration identification. Configuration identification shall be conducted in accordance with the
Identification scheme specified in the contract. Configuration identification performed by the contractor

shall accomplish the following: i

a. Identify the documentation that establishes the Functional, Allocated, and Product Baselines, and
the Developmental Configuration. ,

b. Identify the documantation and the computer sofiware media containing code, documentation, or
both that are placed under configuration control.

¢. Identify each CSCI and its corresponding Computer Software Components (CSCs) and Computer
Software Units {CSUs).

d. identify the version, release, change status, and any other identification detalls of each
deliverable item.

o. ldentify the version of each CSCl, C8C, and CSU to whléh the corresponding software
documaentation applies.

f. Identify the specific version of software contalned on a dsliverable medium Including all
changes incorporated since Its previous release.

45.2 Configuration control. The contractor shall document and implement plans for performing
configuration control. Configuration contral performed by the contractor shall accomplish the following:

a. Establish a Developmental Configuration for each CSCI.

b. Maintain current copies of the deliverable documentation and code.

¢. Provide the contracting agancy—accéss to documentation and code under configuration control.

d. Contro! the preparation and dissemination of changes to the master copies of dsliverable

software and documentation that have been placed under configuration control so that they
reflect only approved changes.

4,5.3 Configuration_ status gccounting. The contractor shall document and implement plans for

performing configuration status accounting. The contractor shall generate management records and
status reports on all products comprising the Developmental Configuration and the Affocated and Product
Beselines. The status reports shall:
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a. Provide traceabllity of changes to controlled products.

b. Serve as a basis for communicating the status of configuration Identification and associated
software.

c. Serve as a vehicle for ensuring that delivered documaents describe and represent the associated
software.

4.5.4 Storage. handiing, and delivery of project media. The contractor shall document and implement

methods and procedures for the storage, handling, and defivery of software and documentation. The
contractor shall maintain master capies of the delivered software and documentation.

455 Engineering Change Proposals. The contraotor shall prepare Engineering Change Proposals (ECPs)
In accordance with DOD-8STD-480 or MIL-STD-481 as specified in the contract. The contractor shall

prepare Specification Change Notices (SCNs) in accordance with MIL-STD-490.

Transitioning fo software support. The contractor shall provide transition support in compliance
- with the following requirements. B

4.6.1 Regenerable -and malntainable g¢ode. The coniractor shall provide to the contracting agency

- deliverable code that can be regenerated and maintalned using commercially avallable, Government-
owned, or contractually deliverable support software and hardware that has been identified by the

contracting agency.

4,62 Translition planning. The contractor shall prepar'e:olans for transitioning the deliverable software
from development to support. These plans shall be documented In the Computer Resource Integrated

Support Document (CRISD). o _
483 are_transition_an fnyin . The contractor shall porform'lnstallation and chackout

of the deliverable software in the support environment designated by the contracting agency. The
contractor shall provide training and continulng support to the contracting egency's support activity as
specified in the contract. .

4.6.4 Software support and oggraﬁonal dogomgn;gfg R The contractor shall develop and deliver the

following software support and operational documentatlon as requlred by the Contract Data Requirements
List (CDRLY}:

~ a. Computer Resources Integrated Support Document (CRISD)
b. Computer System Operator's Manual (CSOM) T
c. Software User's Manual (SUM)
d. Software Programmer's Manual (SPM)
e. Firmware Support Manual (FSM).

18
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5. DETAILED REQUIREMENTS

5.1 System requirements analysis/design. The contractar shall petform the following system requirements
analysis/design activities,

5.1.1 Software development management.

51.1.1 The contractor shall support the System Requlrements Review (SRR) as specified in the
cantract.

5.1.1.2 The contractor shall suppon the System Design Review (SDR) as specified in the contract.

5.1.2 Sofiwa ggnglnegring

5.1.2.1 The contractar shall analyze the preliminary system speclfncatlon and shall determine whether
the software raqurrements are consistent and complete. .

5.1.2.2 The contractor shafl conduct analysis to determine the best allocation of system requirements
between hardware, software, and personne! in order to partition the system into HWCIs, C5Cls, and
manual aperations. The contractor shall document the allocatron ina System/Segment Design Document
(SSDD). :

5.1.2.3 The contractor shall define a preliminary set of engrneering requirements for each CSCI. The

contractor shall document these requirements in the prehmlnary Software Requiremeants Speciflcallon :

(SRS} for each CSCI.

5.1.24 The contractor shail define a prel.rmmary set of interface requirements for each interface °
external to each CSCI. The contractor shalf document these requirements in a preliminary Interface
Requirements Specification (IRS).

5.1.3 Formal qualification testing. The contractor shall define a preliminary set of qualification
requirements for each CSCl. The contractor shail document these regquirements in the preliminary .-
Software Requirements Specification (SRS) for each CSCI. These requirements shall be consistent wlth
the qualification requirements defined in the system specification.

5.1.4 Software product evalugtions. The contractor shall’ perform evaluatuons of the following products.
using the evaluation criteria specified in Figure 4: _

a. The Software Development Plan (SDP)

b. The System/Segment Design Document (SSDD) 7
¢. The preliminary Software Requirements Specification (SRS) for each CSCI
d. The preliminary Interface Requirements Specification (IRS}). . R

5.1.5 Configyration management. The contractor shall place the following documents under configuration
control prior to delivery to the contracting agency:

a. The Software Development Plan (SDP)

b. ‘The System/Segment Daesign Document (SSDD)

¢. The preliminary Software Requirements Specification (SRS) for each CSCL.
d. The praliminary Interface Requirements Specification (IRS).

1q




Downloaded from http://www.everyspec.com

EIaE0 UOHENEAT p JuNDid

 DOD-STD-2167A _

swawasnbay jo Alpqersa :
sway Suepa - SaloN | SelON (SyI) uo ad
10} suofesyaads sey1o Yyum Aouaisisuc) eag | 988 SHI) LeEORIacs
MOS Pue uojesyioads welsAS o) Aqeades )| SwawRnbay eocpiaiy Aeuiid
sluawaunba) s01oe) Aifenb jo Asenbapy
swawasinbal jo Ayqessa)
swa) buoepalul 1o} SSjON | SSloN oads
suofeoyoads Jaylo pue SHi Yl AUalsIsuo) osg 835 EcmEuh_gomm%%aﬁ”gNﬁ__en_
MOS pue uoReaRdS walsAS 0} Aliqesses] ) , o
a0
Mos (d@s) veld wewdopaaq aem;o0s
_ S3ION (aass) wawndoq
MOS pue ucgedydads wsAs o Emﬁuﬁ_h 093 ubjseq WewbagASAS
pPAENEA]
BuduD 8q 0y wayy
{euonIppY 10 UORBOHUEID
:SejoN
(a xipuaddy 2ag)

BUSO UoReNERA]

20




Downloaded from http://www.everyspec.com

DOD-STD-2167A

5.2 Software reguirements gnalysis. The contractor shall perfiorm the following software requirements
analysis activities.
5.2.1 Software development management. The contractor shall conduct one or more Software

Specification Review(s} (SSR) In accordance with MIL-STD-1521. Following succassful completion of an
8SR and when authenticated by the contracting agency, the Software Requirernents Specifications (SRSs)
and associated Interface Requirements Specification (IRS) will establish the Allocated Baseline for the

CSCls.
5.2.2 Software engineering.

5.2.2.1 The contractor shall define a complete set of engineering requirements for each CSCl. Tha
contractar shafl document these requirements in the Software Requirements Specification (SRS) for each

CSCl.

5.2.2.2 The contractor shall define a complete set of interface requirements for each interface external
to each CSCl. The contractor shall document these requirements in an interfface. Requirements
Specification (IRS).

5.2.3 Formal qualification testing. The contractor shall define a complete set of qualification
requireaments for each CSCI. The contractor shall document these requirements in the Software
Requirements Specification (SRS) for each CGSCI.

5.2.4 Software product evaluations. The contractor shall perform evaluations of the products identified
below, using the evaluation criterla specified in Figure §. The contractor shall present a summary of
the evaluation results at the Software Specification Review(s).

a. The Software Requirements Specification (SRS) for each CSCI
b. The Interface Requirements Specilication (IRS).

5.2.56 Configuration management. The contractor shall place the Software Requirements Specification

(SRS) for each CSCI and the associated Interface Requirements Specification (IRS) under configuration
control prior to delivery to the contracting agency.

21



Downloaded from http://www.everyspec.com

- DOD-STD-2167A

“SISAleUY SJudWolm| Y aIEM)JOS JO SIONPOl 40} BUDJUID U Henjeaj ‘g HNSDIS

sjuswaanbal 1o Alqesa)

swiay buepaus SSION | sa10N
103 SUOREaWD0S 16440 e o5 | sas _ (SH)) uonedywads
MOS pue uopedyvads welsis o} Apgeases| FauaIoR oByet
sjuawesnbay Jojoey Aenb jo Asenbapy _
sjuawalnbal jo Lgeisa)
A E_s_ > ch_u %.%m_a% saion | saoN (ssys) (s)uogesywads
SuoNeaYIRds JaLo pue S| ynm Kaualsisuoy 835 | 99§ SHiewainber Srewos
MOS pue uonedyads walsAs o] Alpqesors|
euauy 5001 wen
9q o} way|
JELONIPPY JO UonEdjLe|n)
ISAION
{a xpuaddy aag)
BLIJUD UoleNeA]

22




Downloaded from http://www.everyspec.com

DOD-STD-2167A

5.3 Praliminary desiqn. The contractor shali perform the following preliminary design activities.

5.3.1 Software development managemsnt. The confractor shall conduct one or more Preliminary Design
Review(s) (PDR} in accordance with MIL-STD-1521. -

5.3.2 Soffware engineseting.

5.3.21 The contractor shall develop a preliminary design for each CSCl, shall allocate requirements
from the Software Requirements Specifications (SRS8s) and associated Interface Requirements
Specifications (IRS) to the CSCs of each C8CI, and shall establish design requirements for each CSC.,
The contractor shall document this information in the Software Design Document (SDD) for each CSCI.

5.3.2.2 The contractor shall develop a preliminary design for the interfaces external to each CSCI
documented in the [nterface Requirements Specification (IRS). The contractor shall document this
information in a preliminary Interface Design Document {(IDD).

5.3.23 The contractor shall document in Section 8 of the Software Design Document (SDD) for each
CSCI additional engineering information generated during the preliminary design process that is essential
to understand the design. The englneering Information may include rationale, results of analyses and
trade-off studles, and cther Information that alds in understanding the preliminary design.

5.3.24 The contractor shall establish test requirements for conducting CSC integration and testing.
The contractor's CSC integration and testing shall include stressing the software at the limits of its
specified requirements. The contractor shall record the test requirements (dlrectly or by reference) in
the CSC software development files.

5.3.3 Formal quatification testing. The contractor shali identify the formal qualification tests to be
conducted to comply with the qualification requirements identified in the Software Requirements
Specification{s) {(SRSs). The contractor shall document this information for each CSCl in the Software
Test Plan (STP). ’

5.3.4 Software product evaluations. The contractor shall peform evaluations of the products identified
below, using the evaluation criteria specified in Figure 6. The contractor shall present a summary of
the evaluation results at the Preliminary Design Review(s).

a. The Software Design Document (SDD) for sach CSCI
b. The preliminary Interfface Dasign Document (IDD)

¢. The Software Test Pian {STP}
d. The CSC test requirements.

5.3.5 Configuration management.

5.3.5.1 The contractor shall incorporate the Software Design Document (SDD) for each CSCI into the
CSClI's Developmental Configuration prior to delivery to the contracting agency.

5.3.5.2 The contractor shall place the Software Test Plan (STF) under configuration control prlor to -
delivery to the contracting agency.

5.3.5.3 The contractor shall place the preliminary Interface Design Document (DD} under configuration
control prior to delivery to the contracting agency.
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5.4 Detgiled design. The contractor shall perform the following detailed dasign activities.

5.4.1 Software Development Management. The contractor shall conduct one or more Critical Design
Review(s) (CDR) In accordance with MIL-STD-1521. i

5.4.2 Sgﬂﬂérg engineering.

5.4.2,1 The contractor shall develop a detailed design for each CSCI, shall allocate requirements from -
the Computer Software Components (CSCs) to the Computer Software Units (CSUs) of each CSCI, and
shall establish design requirements for each CSU. The contractor shall document thls lnformatlon in the
Software Design Document (SDD) for each CSCI.

5.4.2.2 The contractor shall develop the detalled design of the CSCl external interfaces documented in
the Interface Requirements Specification (IRS). The contractor shali document this information in the
Interface Design Document (IDD).

5423 The contractor shall document in Section B of the Software Design Document (SDD) for each
CSCI additional engineering information generated dunng the detailed design process that is essential to
understand the design. The engineering information may include rationale, results of analyses and
trade-off studies, and other information that aids in understanding the detailed design.- -

54.24 The contractor shall establish test responsibilities, test cases (in terms of inputs, expected
results, and evaluation criterla}, and schedules for CSC Integration and testing. The caontractor shall
record this information (directly or by reference) In the CSC software development files,

5.4.25 The contractor shall establish test requirements, test responsibilities, test cases (in terms of
inputs, expected results, and evaluation criteria), and schedules for testing aill CSUs. The contractor's
CSU testing shall include stressing the software at the limits of its specified requirements. The
contractor shall record this information (directly or by reference) In the CSU software development files.

5.4.3 Formal qualification testing. The contractor shall identify and describe the test cases for the
formal quallfication tests identified in the Software Test Plan (STP). The contractor shall document this

information in the Software Test Dascription (STD) for each CSCI.

5.4.4 Software product evaluations. The contractor shall perform evaluations of the produbts identified
below, using the evaluation criteria specified in Figure 7. The contractor shall presant a summary of
the evaluation results at the Critical 0931gn Review(s).

a. The updated Software De'sign Document (SDD) for each CSCI
b. The updated Interface Des:gn Document (IDD) ’
c. C8C test cases
d. CSU test requirements and test cases :
"e. A specified percentage of the set of CSU and CSC sofiware development files (SDFs). The
specified percentage shall be as identified in the Software Development Pian (SDP).
f. The Software Test Dascription (STD) for each CSCL

5.4.5 Configuration management.

5.4.5.1 The contractor shall incorporate the updated Software Design Document (SDD) for each CSGI
into the CSCl's Developmental Configuration prior to delivery to the contracting agency.

5.4.5.2 The contractor shall place the updated Interface Design Document {IDD) under configuration
control prior to delivery to the contracting agency.

54.53 The contractor shall place the Soflware Test Description (STD) for each CSCl under
configuration control prior to delivery to the contracting agency.
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5.5 Coding and CSU testing. The contractor shall perform the following Coding and CSU testmg
activities.

5.5.1 Software development management. No additional requirements.
5.5.2 Software engineering.

5.5.2.1 The contractor shall develop test procedures for conducting each CSU test. The contractor
shall record these procedures in the correspanding CSU sofiware development files (SDFs),

5.5.2.2 The contractor shall code and test each CSU ensuring that the algorithms and logic employed
by each CSU are corract and that the CSU satisfies its specified requirements. The contractor shall
record the test results of all CSU testing in the corresponding CSU SDFs, :

5.5.2.3 The contractor shall make all necessary revisions to the design documentation and code,
perform all necessary retesting, and shall update the SDFs of all CSUs that undergo design or coding
changes based on CSU tests.

5.5.2.4 Thea contractor shall develop test procedures for conducting each CSC test. . The contractor
shali record these procedures in the CSC SDFs. :

5.5.3 Fg: rmal gualification {esting. No additional requirements.

5.5.4 Software product evgluations. The contractor shall perform evaluations of the products identified
below, using the evaluation criteria specified in Figure B.

a. The source code for each CSU

b. The CSC test procedures

c. The CSU test procedures and test results

d. A specified percentage of tha set of updated software development files {(SDFs).

5.5.5 Configuration management.

5.8.5.1 The contractor shall incorporate the updated Software Design Documents (SDDs) and source
code listings for each successfully tested and evaluated CSU into the appropriate Developmental
Configuration.

5.5.5.2 The contractor shall place the source coda for aach successfully -tested and evaluated CSU
under configuration control. )
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5.6 CSC integration and testing. The contractor shall perform the following CSC Integration and testlng
activities.

5.8.1 Software development management. The contractor shall conduct one or more Test Readiness
Review(s) (TRR) in accordance with MIL-STD-1621.

5.6.2 Software engineering.

5.8.2.1 The contractor shall conduct CSC Integration and testing. The contractor shall ensure that the
algarithms and logic employed by each CSC are correct and that the CSC satisfies Its specified
requirements. .

5.6.2.2 The contractor shall record the test results of all CSC intagration and testing in the
corresponding CSC software development flles (SDFs).

5.6.23 The contractor shall make all necessary revisions to the design documentation and code,
perform all necessary retesting, and update the software devefopment files (SDFs} of all CSUs, CSCs, and
CSCls that undergo design or coding changes based on the resuits of afl testing performed.

5.6.3 Formal qualification esting.

5.6.3.1 For each formal qualification test case identified In the Software Test Description(s) (STDs) the
contractor shall develop set-up procedures, procedures for conducting each test, and procedures for
analyzing the test results. These procedures shall be documented in the Software Test Description (STD)
for each CSCI.

5.6.3.2 Prior to conducting Formal Qualification Testing (FQT), the contractor shall conduct the tests
documented in the Software Test Description (STD) for each CSCI to ensure that the procedures are
complete and accurate and that the scftware is ready for FQT. The contractor shall record the results
of this activity in the corresponding CSCl software development f:les {SDFs) and shall update the STD
as appropﬂate .

5.6.4 Software product evaluations. The contractor shall perform evaluations of the products identified
below, using the evaluation criteria specified in Figure 9. The contractor shall present a summary of
the evaluation results at the Test Readiness Review. o :

a. The test results recorded in the software development files (SDFs)

b. The updated Software Test Description (STD) for @ach CSCI

¢. The updated source code and design documents

d. A specified percentage of the updated software development files (SDFs).

5.6.5 Configuration management, The contractor shall incorporate the updated Software Design

Documents {SDDs) and source code listings for each successfully tested and evaluated CSC into the
appropriate Developmental Configuration.
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5.7 CSCltesting. The contractor shall perform the following CSCl testing activities.

5.7.1 Software development managemert. The contractor shall support the Functional Configuration
Audit(s} {FCA) and Physical Configuration Audit(s} (PCA). The FCA and PCA for a CSCI may be delayed

until after system integration and testing

5.7.2 Software engineering.

5.7.2.1 The contractor shall make necessary revisions to the Software Design Document(s) (SDDs) and
code, conduct afl necessary retesting, and update the software development files (SDFs) of all CSUs,
CSCs, and CSCls that undergo design or coding changes based on the results of formal qualification
testing.

5.7.2.2 The contractor shall make necessary revisions to the Interface Design Document (IDD) based on
the resuits of formal qualification testing and shall prepare the IDD for delivery.’

5.7.2.3 Following successful completion of formal qualification testing and prior to Functional
Configuration Audit (FCA} and Physical Configuration Audit (PCA), the contractor shall producé the
updated source code for each CSCl. The contractor shall prepare the source code for edach CSCI for
delivery as specified in the Software Requirements Specification (SRS).

6.7.24 For each CSCI, the contractor shall prepare a Software Product Specification (SPS) for
dalivery. ’

5.7.3 Eormal qualification testing.

5.7.3.1 The contractor shall parform the formal qualification tastlng (FQT) activities in accordance
with the procedures documented in the Software Test Description (STD) for each CSCI.

5.7.3.2 The contractor shall record the resuits of formal qualification testing in the Software Test
Report (STR) for each CSCL. .

5. 7 3.3 Upon completion of FQT the contractor shall prepare an up-to-date Software Test Descnptuon
(STD) for delivery to the contracting agency. _ .

5.7.4 Software product evaluations. The contractor shall perform evaluatioris of the products identified
betow, using the evaluation criteria specified in Figure 10.

a. The Software Test Report (STR) for each CSC!
b. The updated source code and design documentation.

5.7.5 Configuration management.

§.7.5.1 The contractor shall identify the exact version of each CSCI to be deliverad. The contractor
shall document this information in a Version Description Document (VDD) for each CSCI.

5.7.6.2 Following successful completion of the Functional Configuration Audit (FCA) and Physical
Configuratlon Audit (PCA) and when authenticated by the contracting agency, the Software Product
Specification (SPS) for each CSCI will be Incorporated Into the Product Baseline. At this point, each
CSCI's Developmental Configuration shall cease to exist.

31



Downloaded from http://www.everyspec.com

DOD-STD-2167A

01 34NOIA
sjuawWanbay
AyqeurEiuew W soueiducy aal
spiepuels s S|
BGuIpeD pue UBISIP LM rom_m.__u%Eoo aas | sags) @ @pod 80In0s patepdn
_om% pajsal sy jo §ﬂ§< A
S3}21 }0 SSAUA9, :
Gunssy wo mmwuwuum“nﬁww wmﬂ%wz sqis| @ ® (119) woday 1s9] aremyog
SYnsa) pajoadxa 03 BoUBLLIOJUOY
pajenfeay
BU3Ly oQ 0} way
[euchIppY 10 uoREdyUEL)
:SAION
" {a wpuaddy aag)

BUS] uojeneay

32




Downloaded from http://www.everyspec.com

! ) = 7 ) -

. DOD-STD-2167A

5.8 System Inteqration and testing, The contractor shall perform the following System Integration and
Testing activities.

5.8.1 Software development management, The contractor shall support: the Functional and Physical
Configuration Audits (see 5.7.1). '

5.8. 2 Software engineering. The contractor shall make necessary revisions to design documentation and
code and shall perform all retesting necessary based on system Integration and testing.

5.8.3 Eg:mamuama:mu.tgﬂm

5.8.3.1 The contractor shall support the development and documantat[on of system mtegrat:on and test
plans, test cases, and test procedures. ’ .

5.8.3.2 The contractor shall support system integration and testing activities.

5.8.3.3 The contractor shall support post test analysis and reporting of system Integratlon and Jest Lo

resuits.

5.8.4 Software product evaluations. The contractor shall perform avatuations of the- updated source code
and design documentation using the evaluation criteria specified in Figure 10.

5.8.5 Configuration manggement. The contractor shall prepare necessary changes tc} baselined
documentation in accordance with paragraph 4.5.5. . oo .

rd
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6. NOTES
6.1 Intended yse. This standard is intended for software development as contracted for by the

Depattment of Defense. The requirements of this standard are written to apply to the development of
Computer Software Configuration tems (CSCls). When software to be developed has not been idantified
in terms of a CSCi (such as, software portions of hardware configuration items and firmware, and non-
deliverable software), the tarm CSCl may be interpreted to refer to that software and the standard will

be applied accordingly.

irements list an refer: . When this standard is used in an acquisition which
incorporates a DD Form 1423, Contract Data Requirements List (CDRL), the data requirements identified
below shall be developed as specified by an approved Data ltem Description (DD Form 1664) and
delivered in accordance with the approved CDRL incorporated into the contract. When the provisions of
the DOD FAR Supplement 27.475-1 gre invoked and the DD Form 1423 is not used, the data specified
below shall be delivered by the contractor in accordance with the contract or purchase order

requirements. -

Paragraph No, ta Requirements Tit! o Applicable DID N

51.2.2 System/Segment Design DI-CMAN-80534
Document (SSDD) ' ' :

4.1.3, 4.3.3, 441 Software Development . DI-MCCR-80030
Plan (SDP)

4.2.10, 5.1.2.3, 5.1.3, - Software Reqﬁirements DI-MCCR-80025

5.2.2.1, 5.2.3 Specification (SRS) ’

5.1.24, 5.2.2.2 Interface Requirements D-MCCR-80026
Specification (IRS)

53.2.2, 5.4.2.2, 5.7.2.2 Interface Design - D-MCCR-80027
Document (IDD)

53.2.1, 5.3.2.3, 5.4.2.1 Software Design DI-MCCR-80012

5.4.23, 5.7.2.1 Document (SDD)

4.2.10, 5.7.2.4 Software Product | DI-MCCR-80029
Spacification (SPS) )

5.7.5.1 Version Description DI-MCCR-80013

- : Document (VDD)

43.1, 533 Software Test Plan (STP) ' DI-MCCR-80014

4.3.4, 54.3, . Software Test Description ) DI-MCCR-80015

5.6.3.1, 5.7.3.3 (STD)

5.7.3.2 Software Test Report (STR). DI-MCCR-80017
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Data R irements Titla

Computer System Operator's
Manual (CSOM)

Software User's Manusl (SUM)

Software Pragrammer's Manual
(SPM)

Flrmware Support Manual (FSM)

Computer Resources Integrated
Support Document (CRISD)

' Englneering Change Proposal
(ECP) .

Specification Char]ga.NotIce
(SCN) -

ligable DID No,

DI-MCCR-80018

DI-MCCR-80019

DMCCR-80021

DI-MCCR-80022

DI-MCCR-80024

DI-E-3128

DI-E-3134

{Data item descriptions related to this standard, and identified in section 6 will be approved and listed
as such In DOD 5010.12-L, AMSDL. Coples of data item descriptions required by the contractors In
connection with specific acquisition functions should be obtalned from the Naval Publications and Forms
Center or as directed. by the contracting officer.)

6.3 Cost/schedule reporting. -

Contractor cost/schedu!a'reports should be preparad at the CSCi level.

The cost reports should indicate budgsted versus actual expenditures and should conform to the Work
Breskdown Structure (WBS) applicable to the development effert. These reports should also Indicate to
the contracting agency planned, actual, and predicted progress.

8.4 Sublect term (key wordj listing.

Acqulsition

Baselines

Code

Coding and CSU testing

. Computer

Computer resources
Computer software

Computer software component
- Computer software configuration item
Computer software unit
Configuration item
Configuration management
GsC

CSC Integration and testing
csal |

CSCl testing

csu

Data item descriptions
Detailed design

36
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N Developmental configuration
. Engineering environment
Firmware
Formal qualification testing
Non-developmental software
Preliminary design
Qualification
Requirements analysis
Risk management
Safety management
Software
Software development
Software developmant file
Software development library
Software engineering
Softwarse product evaluation
Software requirements analysis
Software support
System integration and testing
Test environment )
Testing

6.5 Changes from previous issue. Asterisks or vertical lines are not used in this revision to identify
changes with respect to the pravious issue due to the extensiveness of the changes.

T N a7k
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APPENDIX A

LIST OF ACRONYMS AND ABBREVIATIONS

10.1 Purmpose. This appendix provides a list of all acronyms and abbreviations used in this standard,
with the associated meaning. This appendix is not a mandatory part of the standard. The material
contained in this appendix is for information only.

10.2 Acronyms.

CDR
CDRL
clDs
CRISD
CsC
CSCI
CSOM
csu
DID
DCD
DODISS
ECP
FAR
FCA
FSM
FQT
GFS
HOL
HWCI
IDD
o
IRS
V&V
NDS”
PCA
PDR
PIDS
SCN
SDD
SDF
SDL
SDP
SDR
sSOwW
SPM
SPS
SRR
SRS
SSDD
SSR
8§85
STD
STP

Critical Deslgn Review

Contract Data Requirements List
Critical tem Development Specification
Computer Resources Integrated Support Document
Computer Software Component
Computer Software Configuration ltem
Computer System Operator's Manual
Computer Software Unit

Data item Description

Department of Defense

Department of Defense Index of Specifications and Standards
Engineering Change Proposal
Federal Acquisition Regulation
Functional Configuration Audit
Firmware Support Manual

Formal Qualification Testing
Government Furnished Software

High Order Language

Hardware Configuration tem

Interface Design Document
input/Qutput

Interface Requirements Spacification
Independent Verification and Validation
Non-developmental Software

Physical Configuration Audit
Preliminary Design Review

Prime Item Development Specification
Specification Change Notice

Software Design Document

Software Development File

Software Development Library
Software Development Plan

System Design Review

Statement of Work

Software Programmer's Manual
Software Product Specification
System Requiremants Review
Software Requirements Spacification
System/Segment Design Document
Software Specilication Review
System/Segment Specification
Software Test Description

Software Test Plan

39




STR
sumM
TRR
vDD
WBS

Downloaded from http://www.everyspec.com

DOD-STD-2167A

Software Test Raport °
Software User's Manual

Test Readiness Raview
Varsion Dascription Document
Work Breakdown Structure
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APPENDIX B

REQUIREMENTS FOR SOFI'WARE CODING STANDARDS

10.1 Purpogse. The purpose of this appendix is to specify language independent requirements for
software coding standards. The requirements specified in this appendix are a mandatory part of this

standard.

10.2 Applicability. This appendix applies to all deliverable source code developed under the contract.

10.3 Rules and Conventions. The following subparagraphs define the requirements for rules and
conventions applicable to software coding standards. The contractor shall implement software coding

standards that comply with these requirements. \

10.3.1 Presentation style. The coding standards shall describe the rules and conventions for the format
of the source code which may include paper listings, listings stored on electronic media, or both. The
rules and conventions for presentation style shall include standards for:

a. Indentation and spacing
b. The use of capitalization

Uniform presentation of information throughout the source code (e.g., the grouping together of
all data declarations)

. Use of headers

Layout of source code listings

Conditions under which comments are provided and the format to be used

Size of code aggregates (e.g- on the average 100 or at most 200 executable, non-expandable

statements).

12

o ™ oo

10.3.2 Naming. The coding standards shall describe the rules and conventions governing the selection of
identifiers used Iin the source code listings (e.g., identifiers for CSUs, variables, parameters, packages,
procedures, subunits, and other aggregates of code.) Restrictions on the use of reserve words and
keywords shall be identified.

10.3.3 Restrictions on the implementation languaga. The coding standards shall include a description of
any restrictlons imposed on the use of constructs and featuras of the implementation language due to
project or machine-dependent characteristics. Machine-dependent characteristics may include

input/output features, word length-dependent features, use of floating point arithmetic, etc. Project
characteristics may include, but are not limited to, safety or security considerations In the operational
environment.

10.3.4 Use of language constructs and features. The coding standards shall address the allowed use of

canstructs and features of the implementation language. For example, when Ada is the implemantation
language, the coding standards shall address such aspects as the use of exception handling, goto and
abort statements, and unchecked conversion.

10.3.5 Complexity. The coding standards shall describe controls and restrictions on the complexity of
code aggregates. . ’

a1/49
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APPENDIX C

CATEGORY AND PRIORITY CLASSIFICATIONS
FOR PROBLEM REPORTING

10.1 Pumpose. This appendix contains requirements for a category and prlority classification scheme to
be applied to all problems detected in the deliverable software or its documentation that has bean placed
under contractor conflguration control. The requirements specified In this appendix are a mandatory
part of this standard.

10.2 Classification by cateqgory. Problems detected during software operation shall be classified by
category as follows:

a. Software problem. The software does not operate according to supporting documentation and
the documentation is correct.

b. Documentation problem. The software does not operate according to supporting documentation
but the software operation is correct.

c. Design problem. The software operated according to supporting documentation but a design
deficiency exists. The design deficiency may not always result in a directly obsarvable
aperational symptom but possesses the potential for creating further problems.

10.3 Classification by priority. Problems detected in the software or its documentation shall ba
classifiad by priority as follows: .

a. Priority 1, A software problem that does one of the following:

(1) Prevents the accomplishment of an operational or mission essential capability specified by
baselined requirements

{2) Prevents the operator's accomplishment of an operational or mission essential capability
(3) Jeopardizes peréonnel safety. '
b. Prigrity 2. A software problem that does one of the following:

(1) Adversely affects the accomplishment of an operational or mission essential capabllity
specified by baselined requirements so as to degrade performance and for which no
alternative work-around solution is known

{2) Adversely affects the operator's accomplishment of an operational or mission essential
capability specified by baselined requirements so as to degrade performance and for which
no alternative work-around solution is known.

¢. Priority 3. A software problem that does cne of the following:

(1) Adversely affects the accomplishment of an operational or mission essentia!l capability
specified by baselined requirements so as to degrade performance and for which an
alternative work-around solution is known

"~ 43
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(2) Adversely affects the operator's accomplishment of an operational or mission essential .
capabllity specified by baselined requirements so as to degrade performance and for which

an alternative work-around solution is known.

d. Priotity 4. A software problem that is an operator inconvenlence or annoyance and which does
not effect a required operational or mission essential capability.

o. Prigrity 5. All other errors.
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APPENDIX D
b 2

EVALUATION CRITERIA

10.1 Purpose. This appendix contains a default set of definitions for the evaluation criteria appearing in
Figures 4 through 10. These definitions shali be implemented by the contractor if an alternative set has
not been proposed in the Software Development Plan and accepted by the contracting agency. The
definitions specitied in this appendix are a mandatory part of this standard.

10.2 Criteria_dsfinitions. The following definitions_are listed In the order that the criteria appear fn
Figures 4 through 10. "For convenlence, the definitions_use the word “"document” for the item being
evaluated, even though In some instances the item belng evaluated may be other than a document.

10.2.1 Internal consistency. Iinternal consistency as used in this standard means that: (1) no two
statements in a document contradict one another, (2) a given term, acronym, or abbreviation means the
same thing throughout the document, and (3) a given item or concept is referred to by the same name
or description throughout the document.

10.2.2 Understandability. Understandability, as usaed In this standard, means that: (1) the document uses
rules of capltalization, punctuation, symbols, and notation consistent with those specified in the U. 8.
Government Printing Office Style Manual, (2) all terms not contained in the U. 8. Government Printing
Office Style Manual or Merriam-Webster's New International dictionary (latest revision) are defined, (3)
standard abbreviations listed in MIL-STD-12 are used, (4) alt acronyms and abbreviations not iisted In
MIL-STD-12 are defined, (5} all acronyms and abbreviations are preceded by the word or term spelled
out In full the first {ime they are used in the document, unfess the first use occurs in a table, figure,
or equation, in which case they are explained in the text or in a footnote, and (6) all tables, figures,
and illustrations are called out in the text before they appear, in the order in which they appear in the
document.

10.23 T ili fe documents. Traceabllity as used in this standard means that the

document in question is in agreement with a predecessor document to which it has a hierarchical .
relationship. Traceability has five elements: (1) the document in question contains or implements all
applicable stipulations of the predecessor document, (2} a given term, acronym, or abbreviation means the
same thing in the documents, (3) a given item or concept is referred to by the same name or. description
in the documents, (4) all material in the successor document has Its basis in the predecessor document,
that is, no untraceable material has been introduced, and (5) the two documents do not contradict one
another, _

10.2.4 i with indi nts. 'Conslstency between documents, as used in this standard,

means that two or more documents that are not hierarchically related are free from contradictions with
one another. Elements of consistency-are: (1) no two statements contradict one another, (2) a given
term, acronym, or abbreviation means the same thing In the documents, and (3) a given item or concept
Is referred to by the same name or description in the documents.

10.2.5 tiate gnalysis. odin The contract may include provisions
regarding the requirements analysls. design, and coding techniques to be used. The contractor's
Software Davelopment Plan (SDP) describes the contractor's proposed implementation of these techniques.
This criterion consists of compllance with the techniques specified in the contract and SDP.

10.2.6 Appropriate allocation of sizin iming resources. This criterion, as used In this standard,
means that: (1) the amount of memory or time alflocated to a given element does not exceed documented
constraints applicable to that element, and (2) the sum of the allocated amounts for all subordinate
elements is within the overall allocation for an item.
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10.2.7 Adequate test coverage of requirements. This criterion, as used In this standard, means that: (1)

every specified requirement is addressed by at least one test, (2) test cases have been selected for both
"average" situation and "boundary” situations, such as minimum and maximum values, (3} "stress" cases
have been selected, such as out-of-bounds values, and (4) test cases that exercise comblnations of
different functions are included.

10.3 Additional criteria. The following definitions apply to criteria that are not self-explanatory and
that appear in the NOTES column of Figures 4 through 10. These criteria are not Included in each

figure, but appear only as approptiate.

10.3.1 Adequacy of quallty factors. This criterfon applies to the quality factor requirements In the
Software Requlrements Specification (SRS}. Aspects to be considered are: (1) trade-offs between quality
factors have been considered and documented, and (2) each quality factor is accompanied by a feasible
method to evaluate compliance, as required by the SRS DID.

10.3.2 Testabilily of requirements. A requirement Is considered to be testable if an objective and
feaslble test can be designed to determine whether the requirement is met by tha software.

10.3.3 Consistoncy between data definition and_data use. This criterion applies primarlly to design

documents. It means that each data element is defined In a way that Is consistent with its usage in the
software logic.

fex : : odure 93 %08 : : prig). Test
cases - and test procedures should specify exactly what inputs to provnde. what staps to follow, what
outputs to expect, and what critaria to use in evaluating the outputs. If any of these elements are not
spacified, the test case or test procedure is inadequate. :

10.3.5 Completeness of testing. Testing is complete if all test cases and all test procedures have been
performed, all results have been racorded, and all acceptance criteria have been met. _

10.3.6 Completenegs of retestihg, Retesting consists of repeating a subset of the test cases and test
procedures after software cotrections have been made to correct problems found in previous testing.
- Retesting is consldered complete if: (1) all test cases and test procedures that revealed problems in the
previous testing have been repeated, thelr results have been recorded, and the results have met
acceptance criterla, and (2) all test cases and test procedures that revealed no problems during the
previous testing, but that test functions that are affected by the corractions, have been repeated, their
results have bean racorded, and the results have met acceptance criteria.
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ACCEPTANCE CRITERIA Appd D 10.3.5, Appd D 10.3.8

ACQUISITION 1.1,21.2,6.2

ALLOCATE, ALLOCATION 4.2.5, 4.2.8, 42.10, 51.2.2,
5.3.2.1,54.21, Appd D 10.2.6

ALLOCATED BASELINE 3.1,4.2.10,5.1.2.1,51.22
sea BASELINE

APPROVAL, APPROVED 4.1.3, 4.2.4, 4.2.7, 4.3, 4.3.1, 44.4,
452d.6.1 '

AUDITS 2.1.1, 414, 4.1.2, Figure 1, 4.2.1, Figure 2, 5.7.1,
57.23,56752,5.8.1

AUTHENTICATED, AUTHENTICATION 3.2, 5.2.1, §.7.5.2

BASFLINE, BASELINED 3.3, 4.1.2, 4.1.8, Figure 2, 5.8.5,

8.2, Appd G 10.3.a(1), Appd C 10.3.b[(1), Appd C
10.3.b(2}, Appd € 10.3.¢{1), Appd C 10.3.¢(2)

ALLOCATED 3.1,45.1.a,453,521
FUNCTIONAL 3.19,4.5.1.8,4.53
PRODUCT 3.23,4.5.1.a,4.5.3,5.7.5.2

CODE, CODING 3.15, 3.30, 4.1.7.0, 4.2.1, 42.7, 4.2.8,
451.b, 452b, 45.2.c, 461, 5.5, 5522, 5523,
5.5.4.a, 5.5.5.1, 5.5.5.2, Figure 8, 5.6.2.3, 5.6.4.c, 5.6.5,
5.7.21,57.23,5.7.4b,5.8.2, 5.8.4, 6.2, Appendix B,
Appd D 10.2.5

CODING AND GSU TESTING 5.5

CODING STANDARDS 4.2.8, Appendix B

COMPUTER 3.4,3.10,3.17,4.3,45.1.b

COMPUTER DATA 3.4,35,3.7,3.17

COMPUTER HARDWARE 3.5,3.6,3.7

COMPUTER INSTRUCTIONS 3.4,3.7,3.17

COMPUTER RESOURCES 3.6

COMPUTER RESOURCES INTEGRATED SUPPORT
DOCUMENT (CRISD) 46.2, 46.4.a,6.1

COMPUTER SOFTWARE COMPONENT (CSC) 3.8, 4.2.5,
4,26,429,45.1.¢, 56421

COMPUTER SOFTWARE CONFIGURATION ITEM (CSCY)
4.8, 3.9, 3.13, 3.15, 3.18, 4.1.1, 4.1.1.g, 4.2.5, 4.2.6,
Figure 3, 4.2.8, 4.2.10, 4.3, 4.3.1, 4.3.4, 4.5.1.5, 4.5.1.¢,
4524, 5122 51.23, 51.24, 51.3, 51.4.c, 515,
521, 5221, 5222 523, 5244, 525 5321,
5322, 5323, 53.3,53.4.a, 5.3.51,54.21, 5422,
54.23,543,64.4.a, 5441 54.5.1,54.5.3, 5623,
5.6.3.1,56.3.2, 564, 57,571, 5721, 5.723,567.24,
573.1,5.78.2,5.74.8,575.1,5675.2,
Figure 10

COMPUTER SOFTWARE UNIT (CSU) 3.8, 3.11, 4.2.5,
4.2.6,4.2.9,451.c, 5421 .

COMPUTER SYSTEM OPERATOR'S MANUAL (CSOM)
4,6.4.b, 6.1

CONFIGURATION CONTROL 2.1.1,3.15,4.1.9, 4.1.10,

422, 432, 45.1.b, 452, 45.2.¢c, 4524, 5.1.5, 525,

5.3.5.2,5.3.5.3, 5.4.5.2, 5.4.5.3, 5.5.5.2, Appd C 10.1

CONFIGURATION IDENTIFICATION 3.12, 4.5.1, 4.5.3.b

INDEX
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CONFIGURATION ITEM
see COMPUTER SOFTWARE CONFIGURATION {TEM
CONFIGURATION MANAGEMENT (CM} 2.1, 3.24, 3.94,
45,515,525, 535, 5.45, 5.5.5, 585, 5.7.5, 5.0.5
CONFIGURATION STATUS ACCOUNTING 4.5.3
CONTRACT, CONTRACTUAL 1.2,1.3,4.1.8, 48.1
AS SPECIFIED IN 4.1.5, 417, 427, 45.1, 463,
51.4.4,51.1.2
DURATION OF 4.1.9,4.2.9, 4210
IDENTIFIED IN  4.2.10
IN ACCORDANCE WITH 6.1
LiFE OF 4.1.9.a, 4.4.3
REQUIRED BY 4.1.2,4.1.9, 421,427
REQUIREMENTS OF 4.1.8, 4.2.2, 4.2.4, 4.3.2
CONTRACTING AGENCY 1.3, 2.1.2, 3.14, 3.18, 3.22, 3.34,
3.38, 4.1.3, 41,8, 4.2.4, 4.2.7, 4.29, 43, 431, 4.4.2,
4.4.3, 4.4.4, 4520, 46,1, 46.3, 5.1.5, 521, 5.2.5,
5351, 53.5.2, 5.3.5.3, 54.5.1, 5.4.5.2, 54.5.3, 57.3.3,
5.7.5.2, Appd D 10.1 .
CORRECTIVE ACTION, CORRECTIVE ACTION PROCESS
41.9,4.1.10,4.3.3, 441,443
COST/SCHEDNULE REPOATING 6.3
CRITICAL DESIGN REVIEW (CDR) 5.4.1, 5.4.4
CRITICAL ITEM DEVELOPMENT SPECIFICATION (CIDS)
a3
CSC INTEGRATION AND TESTING 4.1.1.f, 5.3.2.4, 5.4.2.4,
5.4.4,5524, 554,58, Figure8
CSCITESTING 4.1.1.g, 4.3, 5.7, Flgure 10
CSU TESTING 4.1.t.e, 5425  5.4.4d, 5.5, 5.5.44d,
Figure 8 -
DATARIGHTS 424
DD FORM 1423 6.1
DD FORM 1654 6.1
DELIVER, DELIVERABLE, DELVERED 3.22, 4.1.1, 4.1.2,
4.1.6, 4.2.1, Figure 2, 4.2.4, 4.2.7, 4.2.8, 4.2.10, 4.4,
4.4.2,45.1.d, 4511 4.52b, 452.d, 45.9.c, 4.54,
481, 4.82, 46.3, 484, 515, 5.25, 5351, 5352,
5.35.3, 54.5.1, 5452 5453, 57.22, 8723, 5724, ..
5.7.3.3,5.7.5.1,6.1, Appd B 10.2, Appd C 10.1 _
DESIGN AND CODING STANDARDS 4.2.8, Appendix B
DEVELOPMENTAL CONFIGURATION 3.15, 3,27, 4.1.2,
45.1.a, 45.2.8, 45.3, 53.5.1,5.4.5.1, 5551, 5.6.5,
5.7.52 '
DETAILED DESIGN 4.1.1.d, 5.4, Figure 7
DOD-STD-480 2.1.1 _
ENGINEERING CHANGE PROPOSAL (ECP) 2.1.1, 455
ENGINEERING ENVIRONMENT 3.28, 3.90,42.2
EVALUATE, EVALUATIONS 3.16, 3.21, 3.32, 3.33, 4.1.9.¢,
44,441,442, 443, 444, 514, 524, 534, 5424,
EVALUATE, EVALUATIONS 5.4.25, 5.4.4, 5.5.4, 5551,
5552, 564,565, 5.74, 504, Figurez_s 410, Appendix D
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EVALUATION CRITERIA 4.4.4, 51.4, ngqre 4, 524,
Flgure 5, 5.2.4, Figure 6, 5.4.2.4, 5.4,2.5, 5.4.4, Flgure
7. 5.5.4, Figure 8, 5.6.4, Figure 8, 5.7.4, Figure 10,
5.8.4, Appendix D :

EVALUATION RECORDS 4.4.3

EXTERNAL INTERFACE 5.1.2.4, 5222 5.3.22 5422

FEDERAL ACQUISITION REGULATION (FAR) 6.1

FINAL EVALUATION 442

FIRMWARE 1,22, 3,17, 3.28, 3.30

FIRMWARE SUPPORT MANUAL (FSM) 4.8.4.9, 6.1

FORMAL QUALIFICATION
REQUIREMENTS 6.1.3,5.2.3,5.3.3
ACTIVITIES 43,431,432, 433,5751
TESTING (FQT) 3.18, 4.3, 4.3.1, 5.1.3, 5.2.3, 5.3.3.,

5.4.3, 683, 5.6.3.1, 56.5.2, 57.2.1, 5.7.22, 6723,
£.7.3.2,5.7.3.3, 583

FUNCTIONAL CONFIGURATION AUDIT (FCA) 5.7.1,
§.7.2.3,5.7.5.2,5.8.1 N

GOVERNMENT FURNISHED SOFTWARE (GFS) 3.22

HIGH ORDER LANGUAGE (HOL) 4.2.7

HARDWARE CONFIGURATION ITEM (HWCI) 3.20, 4.3,
5122 :

INDEPENDENCE 4.3.3, 4.4.1

INDEPENDENT VERIFICATION AND VALIDATION (IVAV)
321,417

INSTALLATION AND CHECKOUT 4.2.2, 4.3.2,4.6.3

INTERFACE DESIGN DOCUMENT (DD} 5.3.2.2, 5.3.4.b,
5.3.5.3, 5422 54.4b,5452, 572261

INTERFACE REQUIREMENTS SPECIFICATICN (IRS) 4.2.8, _

434,5.1.24,51.4.d, 51.6.d,52.1,5222 52.4.b,
§.2.5 5.3.2.1,63.2.2, 5422 6.1
{fO CHANNEL UTILIZATION 4.2.10
INTEGRATION 4.2.1,4.3,4.3.1
see CSC INTEGRATION AND TESTING
see SYSTEM INTEGRATION AND TESTING
LANGUAGE Appd B 10.1, Appd B 10.3.4, Appd 10.3.5
LISTINGS 3.10, 3.15,56.5.1, 5.6.5, Appd B 10.3.1
MANAGEMENT RECORDS 4.5.3
MASTEH COPIES 4.5.2.d,4.5.4
MEMORY 4.2.10, Appd D 10.2.6
METHODS/METHODOLOGY 4.5.4, Appd D 10.3.1
DEVELOPMENT 4.21,4.2.5
MIL-STD-12 Appd D 10.22
MIL-STD-481 2.1.1,455
MIL-STD-450 2.1.1,4.5.5
MIL-STD489 1.2.1,2.1.9
MIL-STD-1521 2.1.1, 412,521, 53.1, 5.4.1, 5.6.1
NON-DEVELOPMENTAL SOFTWARE (NDS) 3.22, 4.2.4
OPERATING :
INSTRUCTIONS 3.10
PROCEDURES 4.2.3

INDEX

SYSTEMS 3.20
OPERATIONAL
CAPABILITY Appd C10.3
DOGCUMENTATION 4.64
ENVIRONMENT Appd B 10.3.3
LIFE 3.10
MISSION 3.29,4.23
REQUIREMENTS 4.2.5
SYMPTOM AppdC10.2.0
ORGANIZATIONAL
FREEDOM 4.3.3,4.4.1
PHYSICAL CONFIGURATION AUDIT (PCA) 5.7.1,5.7.23
5752 581
PLAN(S), PLANNING 4.1.3, 4.2.2, 42,4, 431, 43.2, 4.4,
451, 452, 453, 482, 5.1.4.a, 5.1.5.a, 5,39, 5.34.¢,
53.5.2 543, 5.4.4.6,58.3.1,6.1, Appd D 101, Appd D
1025
PRELIMINARY DESIGN 4.1.1.¢, 5.3, Figure 8
PRELIMINARY DESIGN REVIEW (PDR} 5.3.1,5.3.4
PRIME ITEM: DEVELOPMENT SPECIFICATION (PIDS) 3.31
PROBLEM/CHANGE REPORT 4.1.8,b, 4,1,10,4.4.3
CATEGORY 4.1.8.c, 4.1.10, Appendix C, Appd C 10.2
PRIORITY 4.1.9.¢, 4.1,10, Appendix C, Appd C 10.3
PROCEDURES 3.27, 4.1.4, 4.1.8, 42,3, 429, 454, 5831,
Appd B 10.3.2
TEST 3.28, 4.2.9.e, 55.2.1, 5524, 5.5.4.b, 5.54.0,
5.8.3.1, 5,8.3.2, 6.7.3.1, 5.8.3.1, Appd D 10.3.4, Appd
D 10.3.5, AppdD10.3.8
PRODUCT BASELINE see BASELINE
PRODUCT EVALUATION 3,18, 3.33, 4.1.8.b, 4.4, 4.4.1,
443,444,514, 524,534,544, 5654, 564, 574,
5.8.4, Flgures 4 through 10
QUALITY FACTORS Appd D 10.3,1
QUALIFICATION 4.3.1,5.1.8,5.2.3,5.33
see FORMAL QUALIFICATION TESTING
RELEASE 3.24,4.5.1.d,45.14

" REQUIREMENTS 1.1, 1.3, 3.10, 3.25, 3.32, 4.1, 4.1.8, 4.1.9,

48

42,421,423, 424,428, 4.3,45,48,51.2.1,54.25,
6525, 5.6:2.1, Appd D 10.2.5, Appd D 10.2.7, Appd D
10.3.2

ALLOCATED 3.18, 4.2.5, 4.2.6, 5.1.2.2, 5.3.2.1, 5.4.2.1

BASELINED 4.1.8, Appd G 10.3.a, Appd C 10.3.b,

Appd C 10.3.c ‘

CODING STANDARDS Appendix B

DATARIGHTS 1.2, 4.6.4,6.1

DESIGN 6.3.2.1,5.4.2.1

ENGINEERING 5.2.2.9

EVALUATION 4.4.1

INTERFACE 5.1.24,522.2

QUALIFICATION 5.1.3,5.2.3,5.3.3

QUALITY FACTOR Appd D 10.3.1
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RESERVE 4.2.10
SECURITY 4.1.5,422,432
REQUIREMENTS (continued)
SYSTEM 3.31,4.1.1.a,5.1,5.1.2.2
TEST 3.26,4.208.d, 43.3,513,523,53.24,533,
534,5425,544
see INTERFACE REQUIREMENTS SPECIFICATION
ses SOFTWARE REQUIREMENTS SPECIFICATION
see TRACEABILITY
REQUIREMENTS ANALYS!IS 4.2,1, Appd D 10.2.5
sea SOFTWARE REQUIREMENTS ANALYSIS
see SYSTEM REQUIREMENTS ANALYSIS/DESIGN
RESERVE CAPACITY 4.2.10
RESOURCES 4.3.3,4.4.1
COMPUTER a6
PROCESSING 4.2.10
SIZING AND TIMING Appd D 10.26
RETESTING 5.5.2.3, 5.6.2.3, §.7.21, 5.8.2, Appd D 10.3.6
REUSABLE 3.22,3.25
REVIEWS 2.1.1, 4.1.1, 4.1.2, Figure 1, 4.2.1, Figure 2,
5.1.1.1, 51.1.2, 521, 524, 53.1, 5.3.4, 54.1,
544,561,564
CONTRACTING AGENCY REVIEW 4.29,443
RISK MANAGEMENT 4.t.4
SAFETY ANALYSIS 4.2.3, Appd B 10.3.3, Appd C 10.3
SCHEDULE 3.26,4.1.4,4.2.0,54.24,54.25
CONTRACT 4.1
REPORTS 8.3
SECURITY 4.1.5,4.22,4.3.2, AppdB 10.3.3
SOFTWARE DESIGN DOCUMENT (SDD) 5.3.2.1, 5.3.2.3,
53.4.a, 5351,5421,64.23 544.a, 5451, 57.21,
6.1
SOFTWARE DEVELOPMENT FILE(S) (SDFs) 3.26, 4.2.4,
429,5324,5424 5425, 54.4.e,552.1, 554.d,
5.6.2.2,5.6.2.53,5.6.0.2,56.4.a,56.4.d,5.7.21
SOFTWARE DEVELOPMENT LIBRARY (SDL) 3.27,4.1.8
SOFTWARE DEVELOPMENT MANAGEMENT 4.1, 5.1.1,
52.1,53.1,541,55.1,58.1,5.7.1,58.1
SOFTWARE DEVELOPMENT PLAN (SDP) 4.1.3, 4.2.5,
4.4.3, 441, 51.4.a, §.1.5.a, 54.4.¢, 6.1, Appd D 10.1,
Appd D 10.2.5
SOFTWARE DEVELOPMENT PROCESS 4.1.1,4.1.2
SOFTWARE ENGINEERING 4.2, 433, 5.1.2, 5.2.2, 53.2,
542,552, 562,572,582
SOFTWARE ENGINEERING ENVIRONMENT 3.28, 3.30,
422
SOFTWARE PRODUCT EVALUATIONS 4.4, 4.4.1, 4.4.3,
514, 524, 534, 544, 554, 584, 574 584,
Figures 4 - 10
SOFTWARE PRODUCT SPECIFICATION {SPS) 4.2.10,
§57.24,57526.1

INDEX
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SOFTWARE PROGRAMMER'S MANUAL (SPM} 4.8.4.d, 8.1

SOFTWARE REQUIREMENTS ANALYSIS 4.1.1.b, 42.1,
4.2.3,5.2, Flgure §

SOFTWARE REQUIREMENTS SPECIFICATION (SRS) 4.2.8,
4210, 43.4, 51.2.3, 51.3, 5.1.4.¢, 515., 52.1,
5.2.2.1,5.2.4, 5.24.a, 5.2.5, 5.3.2.1, 53.3, 5.7.2.3, 6.1,
Appd D 10.3.1

SOFTWARE SPECIFICATION REVIEW (SSR) 5.2.1, 6.2.4

SOFTWARE SUPPORT 1.1, 1.2.2, 1.2.3, 3.10, 3.28, 3.27,

3.29,4.6,46.1,4.6.2, 4.6.3, 464, Appd C 10.2

see COMPUTER SOFTWARE INTEGRATED SUPPORT
DOCUMENT (CRISD)

ses SUPPORT

SOFTWARE TEST DESCRIPTION (STD). 4.3.4, 5.4.3, 5.4.41,
5.4.53,5.6.31,56.32 564b,573.1,57.33,86.1

SOFTWARE TEST ENVIRONMENT 3.30, 4.3.2

SOFTWARE TEST PLAN (STP) 4.3.1, 5.3.3, 5.3.4.c, 5.3.5.2,
543,81

SOFTWARE TEST REPORT (STR) 6.7.3.2,5.7.4.8, 6.1

SOFTWARE USER'S MANUAL (SUM) 4.8.4.c, 6.1

SOURCE CODE 3.15, 5.5.4.8, 5.5.5.2, 5.8.4.c, 5.7.2.3,
5.7.4b, 584, Appd B 10.2, Appd B 10.3.1

SOURCE CODE LISTINGS 5.5.5.1,5.6.5

SPECIFICATION CHANGE NOTICE (SCN) 455

STATUS REPORTS 4.5.3

STRESS 4.3, 4.3.1,5.3.2.4,5.4.2.5, Appd D 10.2.7

SUBCONTRACTOR 1.2.3,4.1.6

SUPPORT
DOCUMENTATION 4.6.4

" ENVIRONMENT 4.6.3
PLANNING 4.62
REVIEWS AND AUDITS 4.1.2, 42.1, 5.1.1.1, 51.1.2,
5.7.1
TRANSITION 4.8, 46.2
see SOFTWARE SUPPORT

SYSTEM ANALYSIS see SYSTEM REQUIREMENTS
ANALYSIS/DESIGN

SYSTEM DESIGN REVIEW (SDR) 5.1.1.2

SYSTEM INTEQRATION AND TESTING 4.1.1.h, 5.7.1, 58

SYSTEM REQUIREMENTS ANALYSIS/DESIGN 4.1.1.a, 5.1

SYSTEM REQUIREMENTS REVIEW (SRR) 5.1.1.1

SYSTEM/SEGMENT DESIGN DOCUMENT (SSDD) §.1.2.2,
5.1.4b, 5.1.6b, 6.1

SYSTEM/SEGMENT SPECIFICATION (S5S) 3.31

SYSTEM SPECIFICATION 3,31,4.26,6.1.2.1,5.1.8

TAILORING 1.3

TARGET COMPUTER 4.3

TECHNICAL
DATA 3.10
DOGUMENTATION 3.5
RISK 4.1.4
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INDEX

TEST, TESTING 3,11, 4.2.1, 4,3.3, 58.3.3, Appd D 10.3.2 ' .
GASES 3.28, 4.2.89.e, 434, 54.24, 5425, 543,
5.44.c,544.d,5641,5831, Appd D 10.2.7,
Appd D 10.3.4
CONDUCT 5.5.2.2,5.5.2.4,5.6.3.2, Appd D 10.35
ENVIRONMENT 3.30
soe SOFTWARE TEST ENVIRONMENT
PROCEDURES 5.26, 4.2.9.0, 55.2.1, 55.2.4, 55.4.b,
5.5.4.c,5.6..1, 58.3.1, Appd D 10.3.4, Appd D
10.3.5, Appd D 10.3.8
REQUIREMENTS 2.26, 4.2.9.d, 5.3.24, 5.3.4.d, 5.4.25,
54.4.d :
RESPONSIBILITIES 4.2.9.d,54.2.4,54.2.5
RESULTS 39.26,4.2.9.9,54.25,5652.5,
6.5.4.0, 5622, 5823, 58.3.1, 564, 5732
5.8.3.3, Appd D 10.3.7
SCHEDULES 5.4.24,5425
TOOLS 3.28,3.30
ses CODING AND CSU TESTING
gsaa CSC INTEGRATION AND TESTING
see CSCI TESTING
see FORMAL QUALIFICATION TESTING (FQT)
see RETESTING :
see SOFTWARE TEST DESCRIPTION
see SOFTWARE TEST ENVIRONMENT
spe SOFTWARE TEST PLAN ’ .
see SOFTWARE TEST REPORT
sde STRESS
" see SYSTEM INTEGRATION AND TESTING
TEST READINESS REVIEW (TRR) 5.6.1,5.6.4
TRACEABILITY 4.5.3, Appd D 10.2.3, Figures 4- 10
REQUIREMENTS TO DES!GN 4.2.6
REQUIREMENTS TO TEST CASES 4.34
TRAINING 4.6.3
VALIDATION 8.21,3.32,4.1.7
VERIFICATION 3.21,3.32,4.1.7,43.3,4.41
VERSION 3.24,3.34,4.5.1.d,4.5.1.,4.5.1.f, 5.7.5.1
VERSION DESCRIPTION DOCUMENT (VDD) 5.7.5.1, 84
WORK BREAKDOWN STRUCTURE (WBS) 6.3

50




Downloaded from http://www.everyspec.com

DOD-STD-2167A

Custodians:
Navy - EC
Army - AR
Air Force - 10,26

Review Activities:
Army - AR,SC,CR,MIAV
Navy - EC,MC,TD,OM,SH,AS
Air Force - 02,10,17,26
Preparing Activity:

Navy - EC

(Project MCCR-0022)

51

YA, GOVERNMENT PRINTING OFFICE: 1938 - 503-033/91142




